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Abstract of the contribution: This p-CR updates the architecture assumptions and principles to say that APIs for CIoT Related services are accessed via the HPLMN.
1
Discussion

Per section 4.2 of TS 23.682, “The SCS is an entity which connects to the 3GPP network to communicate with UEs used for MTC and the MTC-IWF and/or SCEF in the HPLMN”. 
In TS 23.682, there are multiple places where reference is made to the fact that the SCEF that is associated with a UE, or group of UEs, for a given feature is static.  For example,…..
In section 5.3.1, on group message delivery via MBMS, “The SCS/AS may determine the IP address(es)/port(s) of the SCEF by performing a DNS query using the External Group Identifier or using a locally configured SCEF identifier/address.”
In section 5.5.3, on group message delivery via MT NIDD “The SCS/AS may determine the IP address(es)/port(s) of the SCEF by performing a DNS query using the External Group Identifier or using a locally configured SCEF identifier/address.”
In 5.13.1, on T6a/T6b Connection Establishment “When the UE performs the EPS attach procedure (see TS 23.401 [7]) with PDN type of "Non-IP", and the subscription information corresponding to either the default APN for PDN type of "Non-IP" or the UE requested APN includes the "Invoke SCEF Selection" indicator, then the MME initiates a T6a/T6b connection towards the SCEF corresponding to the "SCEF ID" indicator for that APN.” and “The MME/SGSN receives subscription information for a non-IP PDN connection to an APN that is associated with an "Invoke SCEF Selection" indicator, and SCEF ID.”.
In 5.17.1, on Device Triggering via T8, “The SCS/AS determines the need to trigger the device. If the SCS/AS has no contact details for the SCEF, it may determine the IP address(es)/port(s) of the SCEF by performing a DNS query using the External Identifier or using a locally configured SCEF identifier.”
Observation 1: In EPC, the SCEF is always in the home network and the SCEF that is used by the SCS/AS to access a given capability for a given UE, or group of UEs, is static.

An objective of the FS_CIoT_5G study is to enable “Equivalent overall functionalities as provided by SCEF for CIoT/MTC.”
Observation 2: It does not seem to be within the scope of the WID to enable the SCS/AS to access exposed capabilities via the VPLMN.

Proposal: it is proposed to update the architectural assumptions and principles in TR 23.724 with the following text.
APIs for CIoT related services provided to the SCS/AS shall be common for UEs connected to EPS and 5GS and accessed via the HPLMN.

*** 1st Change ***
4
Architectural Assumptions and Principles
The following architecture assumptions and principles apply:

-
The assumption is that WB-E-UTRA and NB-IoT are connected to 5GC via N2/N3.
-
Regulatory requirements (e.g. LI) shall be fulfilled at the same level as in EPC.
-
No architectural enhancements made to EPC.

-
APIs for CIoT related services provided to the SCS/AS shall be common for UEs connected to EPS and 5GS and accessed via the HPLMN.

NOTE 1:
The level of support of the API may differ between EPS and 5GS.
-
Support for small data delivery using IP data and Unstructured (Non-IP).

-
At least equivalent level of security for UEs used for CIoT in 5GS system as in EPS;

NOTE 2:
Security may need to be investigated by SA WG3;

-
Equivalent or reduced level of power consumption for UEs used for CIoT in 5GS system to that in EPS shall be supported;

-
UEs used for CIoT can be mobile or nomadic/static, and resource efficiency should be considered for both for relevant optimization(s);
-
The 5GS system is assumed to operate with a large number of UEs used for CIoT in the system and be able to appropriately handle overload and congestion situations;
*** End of changes ***
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